
Holiday Phishing  
 
  

Cyber criminals take advantage of the holidays to disguise their phishing campaigns and malware as 

seasonally accepted email.  Requests for donations to fraudulent organizations, bogus holiday 

advertisements, and posing as package delivery services are common this time of year.  Below is a 

real example of a phishing email impersonating Federal Express. 
 

  
 
 
What to Do If You Suspect You Are Victim of Phishing 

• Change your password immediately 

• Contact your IT Department.  For Reliant employees contact support@reliant-rehab or call 
225-767-7670. 
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